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Product Overview

ThreatBook OneDNS® is a DNS-based Secure Web Gateway fusing threat intelligence, while 
tackling network threat effectively and operating user-friendly.

With OneDNS®, various office terminals can connect to the internet without threats, 
anytime and anywhere. It effectively protect against new network threats such as malicious 
mining, blackmail virus, APT attack, phishing and malicious software, and realizing a closed 
loop of detection, interception, location and evidence collection.
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A mega financial and insurance enterprise of 30,000 branches all over the 
country: they are large in number, deep in hierarchy and have scattered 
employees, which made it very difficult to conduct an unified control. 
Meanwhile, the level of security teams in different places is uneven, and it is 
difficult to ensure the effectiveness of security measures, resulting in many 
hidden dangers and high risks for the whole group. 

With OneDNS of built-in high-quality threat intelligence, it provides secure internet access services for 200,000+ 
terminals in 30,000+ branches, avoiding malicious mining, ransomware, APT, etc. Meanwhile, OneDNS has 
created a province-based two-level control strategy for enterprises through flexible and powerful management 
functions. Each provincial team is responsible for the safety monitoring and management of its own region, and 
the headquarters security team manages tens of thousands of branches through a single console.
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